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mail envelopes, inserts, and other ma-
terial containing a photograph and bio-
graphical information on a missing 
child within 90 days from the date of 
DOJ notification by the National Cen-
ter to withdraw material for that child. 

(5) Serving as the central point of 
contact within their organizations for 
all matters relating to the Missing 
Children Penalty Mail Program. 

(6) Collecting and reporting essential 
management information relating to 
the implemention of this program 
within their organizational unit and 
reporting this information to the ap-
propriate Bureau Mail Manager or 
component Executive/Administrative 
Officer. 

(d) Missing children pictures and bio-
graphical information shall not be: 

(1) Printed on penalty mail enve-
lopes, inserts, or other materials which 
are ordered and/or stocked in quan-
tities which represent more than a 90 
day supply. 

(2) Printed on blank pages or covers 
of publications that may be included in 
the Superintendent of Documents’ 
Sales Program or are to be distributed 
to depository Libraries. 

(3) Inserted in any envelope and/or 
publication the contents of which may 
be construed to be inappropriate for as-
sociation with the Missing Children 
Penalty Mail Program. 

(e) Each component shall provide the 
General Services Staff, Justice Man-
agement Division, with the name(s), 
telephone number(s) and mailing ad-
dress(es) of each designated Missing 
Children Program Coordinator within 
30 days of the effective date of this reg-
ulation. 

(f) Each component shall submit a 
quarterly report to the General Serv-
ices Staff, Justice Management Divi-
sion, within 5 days after the close of 
each Fiscal Year quarter providing the 
specific information identified in § 19.5 
concerning implementation and par-
ticipation in the program. 
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APPENDIX TO PART 20—COMMENTARY ON SE-
LECTED SECTIONS OF THE REGULATIONS ON 
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SYSTEMS 

AUTHORITY: 28 U.S.C. 534; Pub. L. 92–544, 86 
Stat. 1115; 42 U.S.C. 3711, et seq., Pub. L. 99– 
169, 99 Stat. 1002, 1008–1011, as amended by 
Pub. L. 99–569, 100 Stat. 3190, 3196; Pub. L. 
101–515, as amended by Pub. L. 104–99, set out 
in the notes to 28 U.S.C. 534. 

SOURCE: Order No. 601–75, 40 FR 22114, May 
20, 1975, unless otherwise noted. 

Subpart A—General Provisions 

SOURCE: 41 FR 11714, Mar. 19, 1976, unless 
otherwise noted. 

§ 20.1 Purpose. 

It is the purpose of these regulations 
to assure that criminal history record 
information wherever it appears is col-
lected, stored, and disseminated in a 
manner to ensure the accuracy, com-
pleteness, currency, integrity, and se-
curity of such information and to pro-
tect individual privacy. 

[Order No. 2258–99, 64 FR 52226, Sept. 28, 1999] 
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